Copyright HIOIXI 1/2

LCN 2017
Singapore, Singapore
9-12 October 2017

IEEE
b computer
society

IEEE LCN

2017 IEEE 42nd Conference on Local Computer
Networks

http://www.ieeelcn.org/

The IEEE LCN conference is the premier conference on theoretical and practical
aspects of computer networking. LCN is highly interactive, enabling an effective
interchange of results and ideas among researchers, users, and product
developers. Major developments from high-speed networks to the global Internet
to specialized sensor networks have been reported at past LCNs. Please join us
for our 42nd annual meeting in an exciting, new venue.

Copyright © 2017 IEEE. by The Institute of Electrical and Electronics Engineers,
Inc. All rights reserved.

Proceedings

LCN 2017

IEEE Catalog Number: CFP17068-USB
Xplore ISBN: 978-1-5090-6523-3

USB ISBN: 978-1-5090-6522-6

LCN Workshops 2017

file:///F:/lenfull/content/copyright.html 2017-10-23



Copyright HIOIXlI 2/2

|IEEE Catalog Number: CFP1725T-USB
Xplore ISBN: 978-1-5090-6584-4
USB ISBN: 978-1-5090-6583-7

Copyright and Reprint Permissions: Abstracting is permitted with credit to the
source. Libraries may photocopy beyond the limits of US copyright law, for
private use of patrons, those articles in this volume that carry a code at the
bottom of the first page, provided that the per-copy fee indicated in the code is
paid through the Copyright Clearance Center, 222 Rosewood Drive, Danvers, MA
01923.

Other copying, reprint, or republication requests should be addressed to: IEEE
Copyrights Manager, IEEE Service Center, 445 Hoes Lane, P.O. Box 133,
Piscataway, NJ 08855-1331.

The papers in this publication comprise the proceedings of the meeting
mentioned on the cover and title page. They reflect the authors’ opinions and, in
the interests of timely dissemination, are published as presented and without
change. Their inclusion in this publication does not necessarily constitute
endorsement by the editors, the IEEE Computer Society, or the Institute of
Electrical and Electronics Engineers, Inc.

Individual paper REPRINTS may be ordered at: reprints@computer.org

Technical Inquires

Conference Publishing Services (CPS)

IEEE Computer Society Conference Publishing Services
Phone: 1-714-821-8380

Fax: 1-714-761-1784

Email: cps@computer.org

file:///F:/lenfull/content/copyright.html 2017-10-23



HIOIXl 1/13

Table of Contents

Front Matter

Message from the General Chair Xiii
Message from the Program Chairs XV
Message from the Demonstrations Chair XVi
Organizing Committee Xvii
LCN Program Committee, Demo Board and Additional Xviii
Reviewers

Steering Committee XXV
List of Accepted Demonstrations XXVi
Sponsors and Supporters XXVii

LCN Best Paper Awards for Prior IEEE Local Computer xxviii
Networks Conferences

Keynote: Paving the Way Towards 5G Wireless XXX
Communication Networks

Keynote: Security Implications of Edge Intelligence in Xxxi
Power Grid as Cyber-Physical System

1: Plenary Session: Best Paper Candidates

LAMPS: A Loss Aware Scheduler for Multipath TCP over 1
Highly Lossy Networks
Enhuan Dong, Mingwei Xu, Xiaoming Fu, Yu Cao

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 2/13

Utility-Gradient Implicit Cache Coordination Policy for 10
Information-Centric Ad-Hoc Vehicular Networks
Felipe de Moraes Modesto, Azzedine Boukerche

Pulse Arrival Scheduling for Nanonetworks Under 18
Limited 10T Access Bandwidth

Hang Yu, Bryan Ng, Winston K.G. Seah

2A: Content-Centric Networking

Mitigating On-Path Adversaries in Content-Centric 27
Networks
Cesar Ghali, Gene Tsudik, Christopher A. Wood

Namespace Tunnels in Content-Centric Networks 35
Ilvan O. Nunes, Gene Tsudik, Christopher A. Wood

CoMon++: Preventing Cache Pollution in NDN Efficiently 43
and Effectively
Hani Salah, Mohammed Alfatafta, Saed SayedAhmed, Thorsten Strufe

Efficient Crowd Sensing Task Distribution Through 52
Context-Aware NDN-Based Geocast

The An Binh Nguyen, Pratyush Agnihotri, Christian Meurisch, Manisha Luthra,
Rahul Dwarakanath, Jeremias Blendin, Doreen Bohnstedt, Michael Zink, Ralf
Steinmetz

Optimal and Cost Efficient Algorithm for Virtual CDN 61
Orchestration
Hatem Khedher, Emad Abd-Elrahman, Hossam Afifi, Michel Marot

2B: Realtime and Multimedia Communications

End-to-End Delay Evaluation of Industrial Automation 70
Systems Based on EtherCAT

Xuepei Wu, Lihua Xie

78

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 3/13

Inter-Protocol Steganography for Real-Time Services and Its
Detection Using Traffic Coloring Approach
Florian Lehner, Wojciech Mazurczyk, Jorg Keller, Steffen Wendzel

Stop Screaming at Me: Avoiding Duplicates in 86
Mesh/Push-Based Live Video Streaming
Julian Wulfheide, Julius Ruckert, David Hausheer

mCast: An SDN-Based Resource-Efficient Live Video 95
Streaming Architecture with ISP-CDN Collaboration
Ahmed Khalid, Ahmed H. Zahran, Cormac J. Sreenan

MDTM: Optimizing Data Transfer Using Multicore-Aware 104
1/0 Scheduling

Liang Zhang, Phil Demar, Bockjoo Kim, Wenji Wu

2C: SDN and Data Centers

DeepContext: An OpenFlow-Compatible, Host-Based 112
SDN for Enterprise Networks
Mohamed E. Najd, Craig A. Shue

Deterministic Confidence Interval Estimation of 120
Networking Traffic in SDN

Liang Yang, Bryan Ng, Winston K.G. Seah, Lindsay Groves

Enforcing Transport-Agnostic Congestion Control in 128
SDN-Based Data Centers

Ahmed M. Abdelmoniem, Brahim Bensaou

Multi-controller Traffic Engineering in Software Defined 137
Networks
Vignesh Sridharan, Mohan Gurusamy, Tram Truong-Huu

BLAC: A Bindingless Architecture for Distributed SDN 146
Controllers
Victoria Huang, Qiang Fu, Gang Chen, Elliott Wen, Jonathan Hart

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOI Xl 4/13

Poster Session 1

Development of Unique Identity for E-Health Sensor 155
Node in EHEART Passwordless Authentication Protocol

Nazhatul Hafizah Kamarudin, Yusnani Mohd Yussoff, Nurhaflyza Marbukhari,
Mustaffa Samad, Habibah Hashim

Effective AP Association in SDWN Based on Signal 159
Strength and Occupancy Rate

Fernando Rodrigues de Sa, Adilson Marques da Cunha, Cecilia de Azevedo
Castro Cesar

Leveraging Localisation Techniques for In-Network 163
Duplicate Event Data Detection and Filtering

Jakob Pfender, Winston K.G. Seah

Reliable Machine Learning for Networking: Key Issues 167
and Approaches
Christian A. Hammerschmidt, Sebastian Garcia, Sicco Verwer, Radu State

Repair Scheme for Wireless Coded Storage Networks 171
Cheng Zhan, Zhe Wen

Optimizing Caching Placement for Mobile Users in 175
Heterogeneous Wireless Network
Cheng Zhan, Guo Yao

A Diagnostic Tool for Ad-Hoc and Delay-Tolerant 179
Networks
Edoardo Biagioni

Measuring Privacy in Vehicular Networks 183
Isabel Wagner

The Spatiotemporal Interplay of Regularity and 187
Randomness in Cellular Data Traffic

Guangshuo Chen, Sahar Hoteit, Aline Carneiro Viana, Marco Fiore, Carlos
Sarraute

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 5/13

Distributed and Collaborative Malware Analysis with 191
MASS

Fabian Rump, Timm Behner, Raphael Ernst

SEDCOS: A Secure Device-to-Device Communication 195
System for Disaster Scenarios

Florian Kohnhauser, Milan Schmittner, Lars Baumgartner, Lars Almon, Stefan
Katzenbeisser, Matthias Hollick, Bernd Freisleben

On the Dimension Reduction of Radio Maps with a 199
Supervised Approach
Bing Jia, Baoqi Huang, Hepeng Gao, Wuyungerile Li

Minicamp: Prototype for Partial Participation in 203
Structured Peer-to-Peer Monitoring Protocols
Andreas Disterhoft, Kalman Graffi

EarlyDrop: A Trade-off Driven DDoS Defense Mechanism 207
for Software-Defined Infrastructures
Robert Bauer, Hauke Heseding, Matthias Flittner

Flipping the Data Center Network: Increasing East-West 211
Capacity Using Existing Hardware
H. Robert H. Andersson, Andreas de Blanche, Thomas Lundqvist

TCP LoLa: Congestion Control for Low Latencies and 215
High Throughput

Mario Hock, Felix Neumeister, Martina Zitterbart, Roland Bless

Towards A Secure Access Control Architecture for the 219
Internet of Things

Shantanu Pal, Michael Hitchens, Vijay Varadharajan

Simultaneous Optimization of User-Centric Security- 223
Conscious Data Storage on Cloud Platforms
Xiaoli Wang, Kale Rahul Vishwanath, Bharadwaj Veeravalli

Impact of Development and Governance Factors on IPv4 227
Address Ownership

Haibo Wang, Jilong Wang, JingAn Xue

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 6/13

100 Gbit/s End-to-End Communication: Low Overhead 231
On-Demand Protocol Replacement in High Data Rate
Communication Systems

Steffen Buchner, Jorg Nolte, Alireza Hasani, Rolf Kraemer

On the Wireless Extension of EtherCAT Networks 235
Xuepei Wu, Lihua Xie

Propagation Loss Aware Routing in Wireless 239
Nanosensor Networks Having Directional Nano-Antennas
Suraiya Tairin, A. B. M. Alim Al Islam

3A: Performance Evaluation

Share or Not: Investigating the Presence of Large-Scale 243
Address Sharing in the Internet
Sebastian Zander, David Murray

Experimental Evaluation of Less-Than-Best-Effort TCP 252
Congestion Control Mechanisms
Kevin Ong, Sebastian Zander, David Murray, Tanya McGill

A Sequence Learning Model with Recurrent Neural 261
Networks for Taxi Demand Prediction
Jun Xu, Rouhollah Rahmatizadeh, Ladislau B6l6ni, Damla Turgut

Data Transfer Advisor with Transport Profiling 269
Optimization

Daqging Yun, Chase Q. Wu, Nageswara S.V. Rao, Qiang Liu, Rajkumar
Kettimuthu, Eun-Sung Jung

Characterising LEDBAT Performance Through 278
Bottlenecks Using PIE, FQ-CoDel and FQ-PIE Active Queue
Management

Rasool Al-Saadi, Grenville Armitage, Jason But

3B: Internet of Things

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 7/13

Improving Energy Efficiency of MQTT-SN in Lossy 286
Environments Using Seed-Based Network Coding
Bertram Schutz, Jan Bauer, Nils Aschenbruck

Measuring and Adapting MQTT in Cellular Networks for 294
Collaborative Smart Farming
Jan Bauer, Nils Aschenbruck

Keep the Beat: On-the-Fly Clock Offset Compensation 303
for Synchronous Transmissions in Low-Power Networks
Martina Brachmann, Olaf Landsiedel, Silvia Santini

Viscous: An End to End Protocol for Ubiquitous 312
Communication Over Internet of Everything
Abhijit Mondal, Sourav Bhattacharjee, Sandip Chakraborty

Are Wearables Ready for HTTPS? On the Potential of 321
Direct Secure Communication on Wearables

Harini Kolamunna, Jagmohan Chauhan, Yining Hu, Kanchana Thilakarathna,
Diego Perino, Dwight Makaroff, Aruna Seneviratne

3C: Security and Privacy

Reclaim Your Prefix: Mitigation of Prefix Hijacking Using 330
IPsec Tunnels
Matthias Wabbeling, Michael Meier

Few Throats to Choke: On the Current Structure of the 339
Internet
H. B. Acharya, Sambuddho Chakravarty, Devashish Gosain

Enabling Privacy Preserving Mobile Advertising via 347
Private Information Retrieval

Imdad Ullah, Babil Golam Sarwar, Roksana Boreli, Salil S. Kanhere, Stefan
Katzenbeisser, Matthias Hollick

ANONUS: Anonymous Bonus Point System with Fraud 356
Detection
Samuel Brack, Stefan Dietzel, Bjorn Scheuermann

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOI K| 8/13

Can You Get into the Middle of Near Field 365
Communication?

Sajeda Akter, Tusher Chakraborty, Taslim Arefin Khan, Sriram Chellappan, A. B.
M. Alim Al Islam

4A: Mobility and Location Dependent Services

Accelerating Yield Mapping at Low Data Rates Using 374
Compressive Field Estimate
Thomas Hanel, Nils Aschenbruck

Magnetic Induction Based Sensing and Localization for 383
Fresh Food Logistics

Amitangshu Pal, Krishna Kant

IEEE 802.11ac Link Adaptation Under Mobility 392
Raja Karmakar, Samiran Chattopadhyay, Sandip Chakraborty

On Building an Indoor Radio Map from Crowdsourced 401
Samples with Annotation Errors

Yanzhen Ye, Bang Wang

Take it or Leave it: Decentralized Resource Allocation in 409
Mobile Networks

Patrick Lieser, Nils Richerzhagen, Tim Feuerbach, Leonhard Nobach, Doreen
Bohnstedt, Ralf Steinmetz

4B: Security

High Performance Intrusion Detection Using HTTP- 418
Based Payload Aggregation
Felix Erlacher, Falko Dressler

A General Formalism for Defining and Detecting 426
OpenFlow Rule Anomalies

Ramtin Aryan, Anis Yazidi, Paal Einar Engelstad, @ivind Kure

Triviback: A Storage-Efficient Secure Backup System 435

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 9/13

Dominik Leibenger, Christoph Sorge

Lightweight Detection of Denial-of-Service Attacks on 444
Wireless Sensor Networks Revisited
Lars Almon, Michael Riecker, Matthias Hollick

4C - Ad Hoc, Sensor and Mobile Networks

Topology Maps for 3D Millimeter Wave Sensor Networks 453
with Directional Antennas

Ashanie Gunathillake, Marjan Moradi, Kanchana Thilakarathna, Anura P.
Jayasumana, Andrey V. Savkin

Supporting Throughput Fairness in IEEE 802.11ac 462
Dynamic Bandwidth Channel Access: A Hybrid Approach

Kumar Ayush, Raja Karmakar, Varun Rawal, Pradyumna Kumar Bishoyi,
Samiran Chattopadhyay, Sandip Chakraborty

Network Under Limited Mobile Sensors: New 471
Techniques for Weighted Target Coverage and Sensor
Connectivity

Ngoc-Tu Nguyen, Bing-Hong Liu, Shih-Yuan Wang

Effective Lossless Compression of Sensor Informationin 480
Manufacturing Industry

Hagen Sparka, Roman Naumann, Stefan Dietzel, Bjérn Scheuermann

GoMacH: A Traffic Adaptive Multi-channel MAC Protocol 489
for loT

Shuguo Zhuo, Ye-Qiong Song

Poster Session 2

Delay Oriented Content Placement and Request 498
Redirection for Mobile-CDN

Jiayi Liu, Qinghai Yang, Gwendal Simon

502

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXl 10/ 13

Q-Learning Based Co-Operative Spectrum Mobility in Cognitive
Radio Networks
Avirup Das, Sasthi C. Ghosh, Nabanita Das, Abhirup Das Barman

A Testing Framework for High-Speed Network and 506
Security Devices
Leonard Bradatsch, Thomas Lukaseder, Frank Kargl

QoE-Aware Task Offloading for Time Constraint Mobile 510
Applications
Zikai Zhang, Jigang Wu, Guiyuan Jiang, Long Chen, Siew-Kei Lam

Interconnect Energy Savings and Lower Latency 514
Networks in Hadoop Clusters: The Missing Link
Renan Fischer E. Silva, Paul M. Carpenter

Video Workload Characteristics of Online Porn: 518
Perspectives from a Major Video Streaming Service
Benjamin Farrelly, Yiying Sun, Aniket Mahanti, Mingwei Gong

Understanding Uploader Motivations and Sharing 520
Dynamics in the One-Click Hosting Ecosystem
William Thomson, Aniket Mahanti, Mingwei Gong

Unsupervised Traffic Flow Classification Using a Neural 523
Autoencoder
Jonas Hdchst, Lars Baumgartner, Matthias Hollick, Bernd Freisleben

Application of Fault Management to Information-Centric 527
Networking
Paul Duggan, Stefan Weber

Data Exchange in Self-Organizing Wireless Networks 531
with Low Latency
Eugeny S. Sagatov, Sophia V. Timofeeva, Dmitry V. Filimonov, Andrei M. Sukhov

Indoor Location for Smart Environments with Wireless 535
Sensor and Actuator Networks

Zhongliang Zhao, Stephane Kuendig, Jose Carrera, Blaise Carron, Torsten
Braun, Jose Rolim

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIKI 11/13

Exploring a New Proactive Algorithm for Resource 539
Management and Its Application to Wireless Mobile Environments

Vishnu Vardhan Paranthaman, Yonal Kirsal, Glenford Mapp, Purav Shah, Huan
X. Nguyen

Wireless Positioning Sensor Network Integrated with 543
Cloud for Industrial Automation

Sikder M. Kamruzzaman, Muhammad Jaseemuddin, Xavier Fernando, Peyman
Moeini

A Hole-Bypassing Routing Algorithm for WANETS 547
Chien-Fu Cheng, Sheng-Ling Lin

Modeling WiFi Traffic for White Space Prediction in 551
Wireless Sensor Networks

Indika Sanjeewa Abeywickrama Dhanapala, Ramona Marfievici, Sameera
Palipana, Piyush Agrawal, Dirk Pesch

Detecting Covert Channels in FPS Online Games 555
Sebastian Zander

A Caching Miss Ratio Aware Path Selection Algorithm for 539
Information-Centric Networks

Weihong Lin, Xinggong Zhang, Yu Guan, Ken Chen, Zongming Guo

Identifying the Performance Impairment of HTTP 563
Jens Heuschkel, Jens Forstmann, Lin Wang, Max Muhlhauser

Modelling Software-Defined Networking: Switch Design 567
with Finite Buffer and Priority Queueing
Deepak Singh, Bryan Ng, Yuan-Cheng Lai, Ying-Dar Lin, Winston K.G. Seah

Scheduling Methods to Improve the Performance of 571
Heterogeneous Periodic Flows in Wireless Sensor Networks
Anh Huy Nguyen, Yosuke Tanigawa, Hideki Tode

On the Applicability of Onion Routing on Predictable 575
Delay-Tolerant Networks
Depeng Chen, Guillermo Navarro-Arribas, Joan Borrell

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIKl 12/13

Geographically-Distinct Request Patterns for Caching in 579
Information-Centric Networks
Alireza Montazeri, Dwight Makaroff

Stratosphere: Dynamic IP Overlay Above the Clouds 583
Parinya Ekparinya, Vincent Gramoli, Guillaume Jourjon, Liming Zhu

Funplace: A Protocol for Network Function Placement 587
Anix Anbiah, Krishna M. Sivalingam

Proposed Matching Scheme with Confidence and 591
Prediction Uncertainty in Shared Economy
Longhua Guo, Jie Wu, Wei Chang, Jun Wu, Jianhua Li

Sensor Placement Based on an Improved Genetic 595
Algorithm for Connected Confident Information Coverage in an
Area with Obstacles

Lu Dai, Bang Wang

QoE-Based Framework to Optimize User Perceived 599
Video Quality
Lamine Amour, M. Sajid Mushtaq, Sami Souihi, Abdelhamid Mellouk

Does the Presence of Streamers Harm the Overall 603
Performance of BitTorrent Swarms?

Daniel Vasconcelos Corréa da Silva, Antonio Augusto de Aragdo Rocha

Privacy-Preserving Content Delivery Networks 607
Shujie Cui, Muhammad Rizwan Asghar, Giovanni Russello

Access Mechanism for Outsourced Data by Preserving 611
Data Owner's Preference
Mosarrat Jahan, Aruna Seneviratne, Sanjay Jha

ATPS: Adaptive Transmission Power Selection for 615
Communication in Wireless Body Area Networks
Abbas Arghavani, Haibo Zhang, Zhiyi Huang, Yawen Chen

An Extensible Host-Agnostic Framework for SDN- 619
Assisted DDoS-Mitigation

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXI 13/13

Thomas Lukaseder, Alexander Hunt, Christian Stehle, Denis Wagner, Rens van
der Heijden, Frank Kargl|

5A: Cloud Computing

sec-cs: Getting the Most out of Untrusted Cloud Storage 623
Dominik Leibenger, Christoph Sorge

Zcopy-vhost: Eliminating Packet Copying in Virtual 632
Network I/0

Dongyang Wang, Bei Hua, Li Lu, Heqging Zhu, Cunming Liang

Energy-Efficient Resource Allocation for Cache-Assisted 640
Mobile Edge Computing
Ying Cui, Wen He, Chun Ni, Chengjun Guo, Zhi Liu

5B: Network Devices and Services

Bare-Metal Switches and Their Customization and 649
Usability in a Carrier-Grade Environment

Leonhard Nobach, Jeremias Blendin, Hans-Jorg Kolbe, Georg Schyguda, David
Hausheer

Systematic IP Prefix Assignment for Compact Router 658
Forwarding Tables
Daron Miller, Xin Sun

Predictive Traffic Engineering with 2-Segment Routing 667
Considering Requirements of a Carrier IP Network

Timmy Schaller, Nils Aschenbruck, Markus Chimani, Martin Horneffer, Stefan
Schnitter

ProxyDetector: A Guided Approach to Finding Web 676
Proxies

Zhipeng Chen, Peng Zhang, Qingyun Liu

LCN 2017 Author Index

file:///F:/lcnfull/content/lcn.html 2017-10-23



HIOIXlI 1/5

Table of Contents
Lon Wi

Table of Contents

Front Matter

SenseApp 2017 Message from the Chairs iX
SenseApp 2017 TPC and Reviewers X
SenseApp 2017 Keynote Address Xi
WECNet 2017 Message from the Chairs Xii
WECNet 2017 TPC and Reviewers Xiii
WECNET 2017 Keynote Xiv
On-Move 2017 Message from the Chairs XV
On-Move 2017 TPC Members XVi
On-Move 2017 Keynote XVii
NSWMD 2017 Message from the Chairs XViii
NSWMD 2017 TPC XiX
5G-loT 2017 Message from the Chairs XX
5G-10T 2017 TPC and Reviewers XXi

Twelfth IEEE International Workshop on Practical
Issues in Building Sensor Network Applications (IEEE
SenseApp 2017)

file:///F:/lcnfull/content/lcnw.html 2017-10-23



HIOIXl 2/5

Session 1: Energy-Efficient Operation of Wireless Sensor Networks

REAPer - Adaptive Micro-Source Energy-Harvester for 1
Wireless Sensor Nodes

UIf Kulau, Daniel Brackelmann, Felix Busching, Sebastian Schildt, Lars Wolf

Hierarchical Classification of Low Resolution Thermal 9
Images for Occupancy Estimation
Liam Walmsley-Eyre, Rachel Cardell-Oliver

Plug into a Plant: Using a Plant Microbial Fuel Cell and a 18
Wake-Up Radio for an Energy Neutral Sensing System
Rajeev Piyare, Amy L. Murphy, Pietro Tosato, Davide Brunelli

Session 2: Practical Experiences from Sensor Network
Deployments

Automating Human Motor Performance Ability Testing: 26
The Case of Backward Step Detection

Caroline Goricke, Andreas Reinhardt, Horst Krisemann, Regina Semmler-
Ludwig

WHISPER: Wirelessly Synchronized Distributed Audio 35
Sensor Platform

llya Kiselev, Enea Ceolini, Daniel Wong, Alain de Cheveigne, Shih-Chii Liu

An Optical-Camera Complement to a PIR Sensor Array for 44
Intrusion Detection and Classfication in an Outdoor Environment

Tarun Choubisa, Sampad B. Mohanty, Mohan Kashyap, Shivangi Gambhir,
Kodur Krishna Chaitanya, Sridhar A., P. Vijay Kumar

Mobile Data Collection from Sensor Networks with 53
Range-Dependent Data Rates
Noralifah Annuar, Neil Bergmann, Raja Jurdak, Branislav Kusy

The International Workshop on Enabling
Communications and Networking for Future
Internet (WECNet'17)

file:///F:/lcnfull/content/lcnw.html 2017-10-23



HIOIXI 3/5

Vehicular Speed Learning in the Future Smart-Cities' 61
Paradigm
Fadi Al-Turjman

A Distributed Energy-Aware Cooperative Multimedia 66
Delivery Solution
John Monks, Gabriel-Miro Muntean

11th Workshop on User MObility and VEhicular
Networks (ON-MOVE 2017)

OnMove Session 1

Selection of Energy Efficient Routing Protocol for 75
Irrigation Enabled by Wireless Sensor Network

Zainal Abedin, Sukanta Paul, Sharmin Akhter, Kazy Noor-e-Alam Siddiquee,
Mohammad Shahadat Hossain, Karl Andersson

QoS-Oriented Adaptation Management in Networked 82
Multi-vehicle Cruise Control Systems
Arun Adiththan, Kaliappa Ravindran

Enhancement of AODV Routing Protocol by Using Large 91
Vehicles in VANETs on Highway

Taku Noguchi, Kanta Hayashi

OnMove Session 2

Users on the Move: On Relationships Between QoE 97
Ratings, Data Volumes and Intentions to Churn

Markus Fiedler, Katrien De Moor, Hemanth Ravuri, Prithvi Tanneedi, Mounika
Chandiri

Defending Against Intrusion of Malicious UAVs with 103
Networked UAV Defense Swarms
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IEEE WECNet 2017 Conference »Program

The first IEEE International Workshop on Enabling
Communications and Networking for Future Internet 2017 Program

(&

A WS-WN1: The last paper presentation ends before (09:30) the session end time of 10:30.

A WS-WN2: The last paper presentation extends beyond (13:00) the session end time of 12:30.

A WS-WN3: The last paper presentation extends beyond (16:00) the session end time of 15:00.
Time Robertson

Monday, October 9

09:00-10:30 WECNET: Keynote and Paper session 1
11:00-12:30 WECNET: Paper session 2
13:30-15:00 WECNET: Paper session 3



Monday, October 9

Monday, October 9, 09:00 - 10:30
WECNET: Keynote and Paper session 1

Challenges of IoT - the expected and the unforeseen
Damla Turgut

Room: Robertson

The internet of things refers to collection of internet connected computational devices embedded into the objects of the physical
world. It is expected that some of these devices perform sensing and actuation functionality. Visions of the internet of things often
refer to a world were many (or all) the physical objects we interact with are part of the internet of things. In recent years the IoT
paradigm had experienced significant hype, but also faced some stinging criticisms outlining challenges to its implementation.
Some of these challenges were known and expected. Other ones are the type that would have been difficult to foresee ten years
ago. Yet another ones are the kind which we could have definitely foresee, but we did not. For instance, we were relatively good at
predicting the technical challenges associated with the IoT. The security and privacy issues were known and expected, yet certain
attacks against IoT systems took us by surprise. At this moment it is clear that the business cases and economic models associated
with different IoT applications were not clearly thought through. And essentially nobody anticipated "day two" issues - how are we
going to operate, maintain and update an IoT environment once it is deployed? In this talk we discuss some challenges faced by
the IoT world in 2017, identify research objectives and try to draw some lessons from them.

An Algorithm for Alleviating the Effect of Hotspot on Throughput in Wireless Sensor Network
Abdul Rehman, Sadia Din and Anand Paul (Kyungpook National University, Korea); Wagar Ahmad
(National Textile University, Pakistan)

Monday, October 9, 11:00 - 12:30
WECNET: Paper session 2

Room: Robertson
Chair: Sohail Jabbar (Kyungpook National University, South Korea & National Textile University,
Faisalabad, Pakistan)

Enabling Smart Querying on Mobile Sensor’'s Data Using Semantical Annotation
Sohail Jabbar (Kyungpook National University, South Korea & National Textile University,
Faisalabad, Pakistan); Kaleem Malik (COMSATS Institute of Information Technology Sahiwal,
Pakistan); Muhammad Farhan (COMSATS Institute of Information Technology, Pakistan);
Muhammad Imran (King Saud University, Saudi Arabia)

Internet of Things Based Architecture for Smart Community Design and Planning Using Big
Data Analytics
Muhammad Babar (National University of Sciences and Technology, Islamabad, Pakistan); Fahim
Arif (National University of Science and Technology, Pakistan)

SDIoT: Software Defined Internet of Thing to Analyze Big Data in Smart Cities
Sadia Din (Kyungpook National University, Korea); Awais Ahmad (Yeungnam University, Korea);
Muhammad Mazhar Ullah Rathore (Kyungpook National University, Buk-gu, Deagu, South Korea,
Korea); Anand Paul (Kyungpook National University, Korea); Murad Khan (Sarhad University of
Science and Technology, Pakistan)

BGP Route Leak Prevention Based on BGPsec
Jia Jia (China Internet Network Information Center); Zhiwei Yan (CNNIC, P.R. China); Guanggang
Geng (China Internet Network Information Center, P.R. China); Hongtao Li (CNNIC, P.R. China);
Syed Hassan Ahmed (University of Central Florida, USA); Baoping Yan (Computer Network
Information Center, P.R. China)

Monday, October 9, 13:30 - 15:00
WECNET: Paper session 3

Room: Robertson



Vehicular Speed Learning in the Future Smart-cities' Paradigm
Fadi M. Al-Turjman (Middle East Technical University, NCC, Turkey)

A Distributed Energy-Aware Cooperative Multimedia Delivery Solution
John Monks and Gabriel-Miro Muntean (Dublin City University, Ireland)

Enhancements in Data-Recovery and Re-Transmit Mechanisms of Transmission Control
Protocol Enabled Medical Devices
Junaid Chaudhry (Edith Cowan University, Australia); Mudassar Ahmad, Muhammad Asif Habib and
Rehan Ashraf (National Textile University, Pakistan); Craig Valli (Edith Cowan University, Australia)

Energy Aware Smart Home Management System Using Internet of Things
Sarah Kaleem (Igra National University, Peshawar, Pakistan); Muhammad Babar (National
University of Sciences and Technology, Islamabad, Pakistan); Murad Khan (Sarhad University of
Sciences and Information Technology, Peshawar, Pakistan)

I-DTMC: An Integrated-Discrete Time Markov Chain Model for Performance Analysis in Future
WLANs
Rashid Ali (WIN LAB., Yeungnam University & WINLab, Korea); Yousaf Bin Zikria and Farhan Amin
(Yeungnam University, Korea); Byung-Seo Kim (Hongik University, Korea); Sung Won Kim
(Yeungnam University, Korea)

EDAS at 172.30.1.31 (Mon, 16 Oct 2017 06:25:42 40400 +04) [User 324693 using Win10:Edge 15.0 cached 0.100/0.541 s] Request help



2017 IEEE 42nd Conference on Local Computer Networks Workshops

[-DTMC: An Integrated-Discrete Time Markov Chain
Model for Performance Analysis in Future WLANSs

Rashid Ali

Dept. of Information and Communication Engineering,
Yeungnam University
Gyeongsan, Republic of Korea
rashid@ynu.ac.kr

Farhan Amin

Dept. of Information and Communication Engineering,
Yeungnam University
Gyeongsan, Republic of Korea
Farhanaminl O@hotmail.ac.kr

Yousaf Bin Zikria

Dept. of Information and Communication Engineering,
Yeungnam University
Gyeongsan, Republic of Korea
yousafbinzikria@ynu.ac.kr

Byung-Seo Kim
Dept. of Computer and Information Engineering,
Hongik University, Seoul, Republic of Korea
jsnbs@hongik.ac.kr

Sung Won Kim

Dept. of Information and Communication Engineering, Yeungnam University
Gyeongsan, Republic of Korea

swon@yu.ac.kr

Abstract—The 1IEEE 802.11 MAC protocol uses Distributed
Coordinated Function (DCF) as the main element to determine the
efficiency in sharing the limited resources of the wireless channels
in wireless local area networks (WLANs). For analyzing 802.11
DCF networks, one of the key assumptions commonly used is that
every station always has a packet to transmit (saturated state).
However, in practice it may not be valid. In this paper, we assess
the accuracy of the non-saturated traffic condition by integrating
the traditional M/G/1 queueing model into Discrete Time Markov
Chain (DTMC) model. The proposed I-DTMC enables us to
analyze the performance of per-station in terms of average MAC
system delay observed by each packet for successful transmission
over the medium. The comparative results show enhanced
performance evaluation of 802.11 DCF against other models.

Index Terms— IEEE 802.11 DCF; analytical models; future
WLANS; medium access mechanisms; DTMC model.

I. INTRODUCTION

Efficient medium allocation in the MAC layer is one of the
important target areas for future WLAN researchers. Distributed
Coordination Function (DCF) is the primary resource allocation
mechanism of IEEE 802.11. The DCF is a random access
mechanism and is based on the carrier sense multiple access with
collision avoidance (CSMA/CA) protocol [1]. Bianchi [2] [3] is
known as one of the pioneer to present a two dimensional
Discrete Time Markov Chain (DTMC) model to obtain the
maximum throughput under the assumptions of ideal channel
with only collision probability and saturated traffic condition.
However, in practice these assumptions may not be valid,
particularly under the performance analysis of per-STA’s non-
saturated traffic condition. Although, some of the research works
[4-6] have already investigated the non-saturated traffic
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conditions in the WLANS, yet these models lack of either busy
channel probability (freezing state) due to start of transmission
during the back-off counter (BC), or idle state (decrement state)
of the tagged STA. In this paper, we redefine these limitations
of Weng et. al. [4] and Xu et. al. [5]. The Weng et. al. [4] tried
to redefine the definitions of busy state probability and the
probability to retransmit after completing the total number of
stages used in [7]. The Weng’s model improves Ziouva’s model
[7] and gives more accurate analyses of the DCF, however their
definition of proposed model has limitation of joining first stage
of the back-off process after the packet arrives for contention
(section II describes contention process in detail). In their
proposed model, they assume probability of joining first stage of
the DTMC similar as of collision probability during
transmission, which makes the collision resolution analysis less
efficient as compared to the actual DCF procedure. Similarly,
Xu et. al. [5], assumes back-off freezing probability as constant
(equal to one) due to the busy channel state. However, an STA
might suffer from back-off freezing state during the back-off
procedure if any of the other STA starts transmitting before it
finishes the BC.

In this paper we perform an ample analysis, focusing on
modeling the performance of DCF-based per-STA which
accounts for the effects of non-saturated traffic condition on the
collision rates and the average MAC system time of the packets
of'asingle STA in network by overcoming these limitations. The
proposed model provides an artifact combination of DTMC
model for 802.11 DCF in non-saturated traffic condition and an
M/G/1 queueing model; we named it as Integrated-DTMC (I-
DTMC). This improved and integrated characterization allows a
simpler and accurate model for the service time distribution of
the STAs to be analyzed.
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The remainder of the paper is organized as follows. Section
II defines the collision resolution process of IEEE 802.11 DCF
in details. The proposed analytical model of I-DTMC for future
WLAN:S is described in Section III. In Section IV, we determine
the average MAC system time for each STA. The Section V
validates our proposed model by numerical results comparing
with Weng’s and Xu’s models. A comprehensive conclusion is
presented in Section VI.

II. IEEE 802.11 DCF COLLISION RESOLUTION

The IEEE 802.11 MAC layer is responsible for resource
allocation and is implemented using a DCF function based on
CSMA/CA protocol [1]. The CSMA/CA IEEE 802.11 DCF
protocol is designed to reduce the collisions due to multiple
STAs transmitting simultaneously on the shared resources. In a
network using, the 802.11 DCF protocols, each STA with a
packet to transmit first senses the medium to discover whether it
is in use. If the medium is sensed to be idle for an interval greater
than the Distributed Inter-Frame Space (DIFS) interval, the STA
proceeds with its transmission. If the medium is sensed as busy,
the STA defers transmission till the end of the ongoing
transmission. The STA then initializes its BC with a randomly
selected back-off interval from [0, W;-1] where W; is the current
contention window (CW) size and i is the back-off stage, and
decrements this counter every time it senses the channel to be
idle. The counter has the granularity of a back-off slot time and
is stopped in case the medium becomes busy (called busy
channel state) and the decrementing process is resumed when
the medium becomes idle for a DIFS period again. The STA is
only allowed to transmit when the back-off counter reaches zero.
The value of W; depends on the number of failed transmissions
of a packet; at the first transmission attempt, Wy = CWi = W.
After each transmission due to collision, ¥; is doubled up to a
maximum value, W,,= CWyae = W.2", where m is the number of
back-off stages. Once the J¥; reaches the maximum limit CWax,
it remains at this value until it successfully transmits or reaches
the retry limits. The whole collision resolution process of IEEE
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Fig. 1. IEEE 802.11 DCF Transmission Procedures; (a). Basic Access
Mechanism and (b). RTS/CTS Access Mechanism
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802.11 DCF is known as Binary Exponential Back-off (BEB).
The 802.11 DCF works in two access mechanisms; Basic access
mechanism, and ready-to-send and clear-to-send (RTS/CTS)
access mechanism. These both of the access modes differ in
transmission procedure, while the collision resolution procedure
BEB works same for both mechanisms. The Fig. 1 shows I[EEE
802.11 DCF transmission procedure for both, basic and
RTS/CTS mechanisms.

III. PERFORMANCE ANALYSIS MODEL FOR FUTURE WLANS

The role of the traditional queueing model M/G/1 is to model the
queueing system of a given STA for number of packets arrival
for the transmission. For simplicity of the model and calculation,
we assume that there are no hidden STAs available in the
WLAN, the transmission failure is only because of collision (i.e.
ideal channel condition), non-saturated traffic state, and the
packet arrival at each STA follows a Poisson distribution with a
mean of A packets/second. If T is assumed as MAC system time
of a succesful transmission, Ty as the time a packet spends in
the queue while waiting for the transmition, and Ty, as the time
duration a packet enters into a BEB procedure till it is
succesfully transmitted (i.e mean service time), thus Tycan be
described as, Ty = Ty, + Tgr . And, if Ty, is defined as the
time duration a packet spends in BEB process, and Tyas the time
required for packet transmission at PHY layer, the mean service
time (Ty, ) can be expressed as, Tgr = Tpep + Ty. Toy is
modeled as a random variable of general distribution with a
mean value of To,, = 1/p. Since packet arrival at each STA is a
Poisson process with the rate A, thus, the packet arrival and
transmission at the MAC layer of each STA can be modeled as
an M/G/1 queue and offered load utilization can be expressed as,
p = A/u. According to the definition in [6] for mean waiting time
in queue, the MAC system time duration can be written as,

’ »

s = <1fp> (%”Jr Tzrﬁ) * Tor M
Where p = ATy, < 1. According to Fig. 2, in -DTMC model,
an STA moves into the (-1, 0) state (idle state) when the MAC
protocol finishes its collision resolution process (i.e. BEB) and
goes for a successful transmission of the given packet or if new
packet arrives at the head of the MAC queue. We assume that, if
po is the probability of empty queue in idle state. Thus the
initialization of the BEB process from idle state is due to the
arrival of packet in the queue of the given STA with a probability
of (1 — py). In Fig. 2, m is used for the maximum number of
retransmissions, W; is for maximum CW size for the i-th stage,
p is for the probability that the transmitted packet is collided, py
is for the probability that the STA freezes its BEB process due
to start of any other transmission. If there is a probability T that
a STA transmits in a randomly chosen slot time, from Fig. 2, it
can be calculated as,

2(1-pp)(1-po)
(W+1)(1-po)+2(1-p) (1-pp)+PW (1-po) g (2p)!

The traffic arrives with the rate 4 at the MAC queue in a
given slot time ‘o’, thus probability of no-packet arrival can be
written as, po = e *°, and a transmitted packet collides when
more than one STA transmits during a slot time with probability
as, p =1— (1 —1)" or n number of STAs. The channel is




Fig. 2. State Transition Diagram for I-DTMC

detected busy and STA goes to freezing state when at least one
STA transmits during a slot time. The given STA can be
interrupted for two possible durations; interrupted by a succesful
transmission, or interrupted by the collided transmission of more
than one STA’s, thus the probability that a STA goes to freezing
state due to a successful transmission in the WLAN p} is given
by, Pf = (n I 1) 7(1-1)""2 and Pf = (n — Dr(1 — )" 2. The
probability that there is no transmission by other than the tagged
STA (channel idle state) can be written as, P}y = (1 — 7)»" L.
Hence, the probability that a STA goes to freezing state due to a
collision of another STA in the WLAN py is obtained as, Pf =
1— Pj' — P{. Substituting the values of p,p; and p, in
equation for tranmission probability, we obtain one equation of
an unknown parameter 7.

IV. AVERAGE MAC SYSTEM DELAY FOR PER-STA

The mean MAC system time Ty of a tagged STA is defined as
the time elapsed between the arrival of a packet into the MAC
queue and successful reception of its ACK from the receiving
STA. If P, be the probability that there is at least one
transmission in the considered slot time for contending n STAs,
it can be described as, P, =1 — (1 — 7)™ If the probability P,
is for a successful transmission that exactly one STA transmits
and the remaining STAs defer transmission, thus can be written
as,
nt.(l—7)"?
1-(1-1)n

Finally we can calculate the mean service timeT,, , which
is the average packet delay of the successfully transmitted
packet [4],Ty, = E[X].E[Sbt ] where E[X] is the average
number of slot time required for a successful packet
transmission and can be found by multiplying the number of

s =
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slot times. The E[Sbt ] is the average length of a slot time
required for a packet transmission. We assume d;, the packet is
delayed in each back-off stage by the probability gq; for the
packet to utilize this back-off stage, and can be expressed as,
E[X] = Y%y d;.q;- An STA utilizes the average number of
slot times d; in the i stages. After few mathematical steps, we
can find E/X] as,
bo,o [((W+D(1-2p)+pW (1-(2p)™)

ElX] = T[( (1-2p)(1-p) )] :
While, E[Sbt ] can be written as,
E[Sbt |]=(1—Py)o+ Py BTy + Py (1 —P)T, + PfSTS+PfCTC
Here, o is the duration of an empty slot, T and T, are the average
duration the medium is sensed busy due to a successful
transmission and a collision, respectively. The Ty and T, depends
on the access mechanisms and characterized by the WLAN
standards (i.e Basic and RTS/CTS), and we can describe them
as,

TBe = H + E[P]+ 6+ SFS + ACK + & + DFS .
TB® = H +E[P]+ &6+ DFS .
TRTS = RTS + 6 +SFS +CTS +8+SFS +H +E[P]+6 +
SFS + ACK + 6 + DFS .
TRTS = RTS + & +DIFS.

To determine the mean MAC system time using (1), we also
need to calculate T}, , the mean time spent by the STA during
the collision resolution, and can be given by, T’y = T'gr —
T', where T',= TP% for basic access mechanism, and T',, =
TETS for RTS/CTS access mechanism, as it is the PHY layer
transmission time required to transmit a packet through the PHY
channel successfully.

V. NUMERICAL RESULTS

To validate our model, we have compared its results with that of
the Weng’s model [4] and Xu’s model [5]. The values of the
parameters used to calculate the numerical results for proposed



and the comparing models are summarized in Table 1. The
system values are those specified for the Direct-Sequence
Spread Spectrum (DSSS) modulation technique PHY layer. In
order to assess the per-STA performance, we analyzed the
average MAC system time observed by each STA individually.

TABLE I. SYSTEM PARAMETERS

Parameters Values Parameters Values
Payload 1023 B ACK 20 + PHY header
=36 Bytes
Channel Bit 54 CTS 20 + PHY header
Rate(Mbps) =30 Bytes
MAC Header 34B RTS 28 + PHY header
=36 Bytes
PHY Header 16 B Wi 32
Propagation 1 us o ax 1024
Delay
Slot Time (o) 20 ps m 5
DIFS 50 ps n 5,10, 15...45, 50
SIFS 10 ps A 5
005 T
*|.DTMC
---Weng'sModel| |

—— Xu's Model

% 0 35
Number of Contending Stations

a5

Fig. 4. Comparison of successful transmission probability
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—--Weng's Model, W=32
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b(-1,0) State P

10 15 2 % EY £
Number of Contending Stations

Fig. 6. Normalized state probabilities when minimum CW=32, 64

The Fig. 3 shows the successful transmission probability of
the [-DTMC and other models. In figure, we observe that the
comprehensive use of definations of 802.11 DCF, successful
transmission changes as number of contending STAs increases.
Althougt the difference between tranmission probabilities of
Weng’s model and [-DTMC is not much, but it indicates clearly
that the miss assumption of the Weng’s model has affects on
transmission. The Fig. 4 is the results for normalized (-1, 0) state
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Fig. 3. Comparison of average MAC system delay in RTS/CTS Access mode

probability of I-DTMC as compared to the Weng’s model. As
we mentioned in our Section-I, the Weng’s model’s defination
of joining first stage of the back-off process after the packet
arrives for contention needs to be redefined. It can be described
from the figure, that -DTMC gives more accurate normalized
state probability for (-1, 0) as compared to Weng’s model.

The comparison of mean MAC system time faced by each
packet for basic and RTS/CTS mechanisms in the network of the
proposed I-DTMC model and models of Weng et. al. and Xu et.
al. is shown in Fig. 5 and Fig. 6, respectively. A significant
difference among the models can be found which clearly
indicates that redefined definitions of our proposed model
compared to other models have effect on the performance
analysis of IEEE 802.11 DCF. The figures also show that, when
we integrate Weng’s model into M/G/1 queue model, initially
the results obtained are much different than the model proposed
by Xu and I-DTMC. It shows that the Weng’s model is not
suitable for the per-STA performance analysis. As larger number
of STAs for both basic and RTS/CTS access mechanism,
attempt to access the medium, more collision occurs and the
number of retransmissions increases and the STAs suffer longer
service time and stay for longer period in the MAC system.



VI. CONCLUSION

The theoretical performance in terms of MAC system delay of
DCEF, have already been studied by various researchers. Few of
them take into account the freezing state of the STA due to
transmission of other STAs during the BEB process. However,
the definition used by those researchers is not suitable as it also
depends upon the MAC queue (e.g. M/G/1) model. In this paper
we have redefined and analyzed the BEB process model
proposed by Weng et. al. [3] and Xu et. al. [4], with both basic
and RTS/CTS access mechanisms. Further the modified
analytical model is integrated into M/G/1 queue model as the
MAC system model to analyze the performance of the single
STA in terms of average MAC system time. Among our
simplified and redefined analytical models, the numerical results
show that redefining the assumptions have a significant effect on
the performance of the IEEE 802.11 DCF. Therefore, for future
WLANs it is suggested to use [-DTMC with more
comprehensive use of definitions to analyze efficiency of the
802.11 DCF. In future work, we will focus on the validation of
I-DTMC with simulation scenarios. An optimal CW based
extension of I-DTMC is also undergo to enhance the
performance of 802.11 DCF in dense WLANS.

164

(1]

(2]

(3]

(4]

(3]

(7]

REFERENCES

Ali, R., Kim, S. W., Kim, B.-S. & Park, Y. Design of mac layer
resource allocation schemes for IEEE 802.11 ax: Future
directions. [ETE Technical Review 1-25 (2016).

Bianchi, G.: Performance Analysis of IEEE 802.11 Distributed
Coordination Function. IEEE JSAC, vol. 18, no. 3, 535--547
(2000)

Bianchi G., Tinnirello, I.: Remarks on IEEE 802.11 DCF
Performance Analyses. IEEE Communications Letters, vol. 9, no.
8, 765--768 (2005)

C-E Weng, C-E., Chen, H-C.: Performance evaluation of IEEE
802.11 DCF using Markov chain model for wireless LANSs.
Computer Standards and Interfaces, vol. 44, 144--149 (2016)

Xu, C., Liu, K., Zhou, J.: Performance Analysis of Service
Differentiation Schemes for IEEE 802.11 Wireless LANs in non-
saturated conditions. In: 3rd International Conference on
Communications and Networking in China (ChinaCom), pp. 12--
16. IEEE Press, Hangzhou (2008)

Zhang, X.: A New Method for Analyzing Nonsaturated IEEE
802.11 DCF Networks. IEEE Wireless Communications Letters,
vol. 2, no. 2, 243--246, (2013)

E. Ziouva, and T. Antonakopoulos, “CSMA/CA performance
under high traffic conditions: throughput and delay analysis,”
Computer Communications, Vol. 25, no. 3, pp. 313-321,
September 2002.



	201710-LCN
	Cover
	ToC1
	ToC2
	ToC3
	논문
	I. Introduction
	II. IEEE 802.11 DCF Collision Resolution
	III. Performance Analysis Model for Future WLANs
	IV. Average MAC System Delay for Per-STA
	V. Numerical Results
	VI. Conclusion
	References


	08110219



