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Efficient and Reliable MPEG-4 Multicast
MAC Protocol for Wireless Networks

Muhammad Khalil Afzal, Byung-Seo Kim, and Sung Won Kim

Abstract—Multicasting is the transmission of data to a group
of nodes identified by a single destination address. Furthermore,
multicasting is considered as an appropriate transmission method
for multimedia services. Multimedia applications are expected
to become more prevalent over mobile ad hoc networks in the
near future. Therefore, achieving reliability in multimedia com-
munications is an important task. Video compression technologies
are about reducing and removing redundant video data so that
a digital video file can be effectively sent over a network. With
modern compression standards, such as Moving Picture Expert
Group 2 (MPEG-2), MPEG-4, and H.264, which is also known as
advanced video coding MPEG-4 part 10, losses of different frames
have different impacts on video quality. In this paper, we propose
a leader-based reliable multicast medium-access control layer
protocol for multimedia applications to enhance video quality.
We present a Markov chain model and numerical formulation of
our proposed protocol. Simulation results show that our proposed
method is better than other protocols in terms of the number of
decodable frames, peak signal-to-noise ratio (PSNR), and video
quality.

Index Terms—Multicasting, peak signal-to-noise ratio (PSNR),
reliability.

I. INTRODUCTION

W IRELESS multimedia services are major applications
of next-generation wireless networks [1]. Furthermore,

to reduce storage space and to transmit video over bandwidth-
limited networks, compression of the video bit stream is essen-
tial. Video compression technologies such as Moving Picture
Expert Group 2 (MPEG-2), MPEG-4, and MPEG-4 advanced
video coding (AVC), which is also known as H.264, use mo-
tion compensation, where image frames are broken up into
blocks on precoded frames. H.264/AVC achieves significantly
improved compression efficiency compared with the preceding
MPEG-4 and MPEG-2 coding standards [2].
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Multicasting allows a sender to deliver data to a group
of multicast members with only one transmission, and as a
consequence, this improves bandwidth efficiency [3]. Despite
the benefits of multicasting a data packet, multicasting faces
several problems. Error control in multicasting is complicated
by the fact that a particular packet might be received by some,
but lost for others, due to disparate environmental conditions.
Receiving an acknowledgement (ACK) frame from everyone to
decide whether the multicast data was received successfully or
not is a challenge. Multicast receivers cannot simultaneously
transmit the ACK frame because too much overhead is required
to respond with a packet to the multicast source. Overhead
increases as the number of nodes increases. Current standards
[4]–[6] state that multicast should be transmitted without re-
quiring any link layer feedback. Therefore, multicast is a trans-
mission mode that does not attempt to guarantee the reception.

A method to attain the reliability in multicasting is proposed
by Kuri and Kasera et al. [7] for wireless local area net-
works (WLANs). Gupta and Srimani [8] proposed an adaptive
protocol for reliable multicast. Yu and Choi [9] proposed a
reliable busy-tone medium access control (MAC) protocol.
Gupta et al. [10] proposed an extension to the IEEE 802.11
standard MAC, called 802.11MX, to improve the link-level
reliability for multicast data. Kim and Kim et al. [11] proposed
two methods to reduce the number of retransmissions and to
decrease the backoff duration. There are few proposals for
reliable multicast [7]–[11]. However, the transmission failures
of the different types of frames have different impacts on video
quality. Moreover, most of the previous proposed methods
involving video streaming over WLANs treat video traffic as
an aggregated stream. They do not consider the nature of three
different frame types and group-of-pictures (GOP) structures
defined by Seeling and Reisslein [2].

The main contributions of this paper are summarized as
follows. First, we show the impact of different frame losses
on video quality. Second, we propose a leader-based reliable
multicast MAC layer protocol for multimedia applications and
provide the theoretical analysis of the proposed protocol with
the help of Markov chain model. Our proposed protocol tries to
minimize the frequency of retransmission to prohibit the sender
from retransmitting the lost packets of B- and P-frames. Finally,
both numerical and simulation results are presented to show the
performance of the proposed protocol.

The rest of this paper is organized as follows. Section II
reviews the related work. Section III discusses the proposed
protocol in detail. Section IV presents the system model and
analysis. Section V shows the performance evaluation in detail,
and finally, Section VI concludes this paper.

0018-9545 © 2014 IEEE. Personal use is permitted, but republication/redistribution requires IEEE permission.
See http://www.ieee.org/publications_standards/publications/rights/index.html for more information.
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II. RELATED WORK

To attain reliability and to minimize control overhead in
multicasting, Kuri et al. [7] proposed a leader-based protocol
(LBP) for WLANs. This protocol chooses one of the multicast
receivers for the exchange of ready-to-send (RTS), clear-to-
send (CTS), and ACK frames. However, LBP does not consider
the numerous parameters associated with video compression
techniques, such as frame types and frame size. The negative
ACK (NACK)-based automatic repeat request (ARQ) mecha-
nism of LBP provides reliable multicast data transmissions with
small control frame overhead. As a result, it is widely adopted
by various multicast protocols [12], [13]. However, combining
the NACK-based ARQ with the aggregated MAC protocol
data unit (A-MPDU) results in inefficient retransmissions [10].
Kim and Kim [11] proposed an efficient retransmission method
for multicast over contention-based wireless networks. The
proposed protocol is composed of two parts, i.e., contention
window adjustment and making a decision on retransmission.
If any multicast member acknowledges, even if others do not,
the contention window is reset to initial value. This is because,
if at least one member acknowledges the sender, it means that
there might be no collision in one-hop communication. The
retransmission decision is based on the target packet delivery
ratio. The retransmission is stopped when the packet delivery
ratio is higher than the target packet delivery ratio. As a result,
the proposed protocol increases the network performance by
reducing unnecessary processing time. However, the work is
carried out under the assumption that some packet losses of
streaming video or audio are tolerated.

Gupta and Srimani [8] proposed an adaptive protocol for
reliable multicast in mobile multihop networks. The protocol
uses a shared core-based multicast tree and is independent of
the underlying unicast routing protocol. However, the proto-
col did not address the problem of how to perform reliable
multicasting in the presence of node failure in mobile ad hoc
networks. The protocol also requires each node to acknowl-
edge reception directly back to the source, thus suffering from
ACK implosion. Gossain et al. [14] proposed multicast-aware
MAC protocol (MMP). MMP uses the MAC header to support
ACK-based data delivery. After sending the data packet, the
transmitter waits for the ACK frame from each destination,
known as ACK-based multicast (ABM) protocol. ACK frames
from the destination nodes are sent in sequential order to
prevent collision among ACK frames at the transmitter. The
overhead increases as the number of nodes increases, resulting
in throughput degradation. Yu and Choi [9] proposed a reliable
busy-tone MAC protocol by using a busy tone that improves
data throughput and reliability. To provide reliability, reliable
busy-tone MAC uses two busy-tone channels and one control-
tone channel. However, throughput and reliability come at
the cost of additional transceivers. Lim et al. [15] discussed
reliable and efficient multicast protocol (REMP) for scalable
video streaming. REMP dynamically adjusts the number of
transmissions of control frames. In a stable channel condition,
access point exchanges control frames only with the selected
multicast receivers. In a dynamic channel condition, control
frames are exchanged with all multicast receivers, which may
increase overhead and reduce overall system performance.

Kim et al. [16] suggested orthogonal frequency-division
multiple access (OFDMA)-based multicast ACK (OMACK)
to allow each receiver to transmit one of two binary phase-
shift keying symbols denoting an ACK or NACK frame on a
unique subcarrier with OFDM symbols. OMACK is an efficient
wireless multicast MAC protocol with small control overhead
in multihop wireless ad hoc networks and increases system
throughput. However, the higher throughput does not always
mean better video quality as proven by Xiao et al. [17]. The
work of Campolo et al. [18] suggests a reliable multicast MAC
protocol called reliable adaptive multicast protocol (RAMP)
for multihop networks. RAMP ensures a high packet delivery
ratio and reduces control overhead. To keep control overhead
low, RAMP limits the use of multicast RTS and multicast CTS
frames to the first packet of a multicast data flow. There is
no handshake for the following packets. The unreliable and
error-prone nature of the wireless channel can cause severe
degradation in performance due to such handshake processes.
Gupta et al. [10] proposed an extension to the IEEE 802.11
standard MAC called 802.11MX to improve link-level reliabil-
ity for multicast data. Because they use a tone-based mech-
anism to signal the NACK frame, there is no collision of
NACK frames. The authors also proposed a dual busy tone
to reduce packet collisions due to node mobility. However,
higher data throughput and reliability of 802.11MX come at
the cost of additional transceivers. Debnath [19] proposed a
novel quality-of-service (QoS)-aware MPEG-4 video delivery
algorithm and calculated wastage in bandwidth because of the
loss of intracoded frames (I-frames). When an I-frame is lost,
there is severe impact on that particular GOP, and bandwidth is
wasted transmitting the remaining predicted frames (P-frames)
and bidirectional frames (B-frames) in a GOP. Therefore, re-
transmission of the I-frames can increase bandwidth usage.
Tang and Rondao Alface [20] developed a Markov chain to
describe the error propagation process inside a GOP. Losing
a packet in a frame will not only affect the current frame
but will also propagate the initial error to subsequent frames
due to hierarchical interframe coding. Tang and McKinley [21]
showed that packet loss is exacerbated when more receivers
start sending feedback packets. Moreover, multicasting feed-
back causes more data packet loss than unicasting. Their results
indicate that the loss density, which directly affects the amount
of feedback from receivers, has a significant impact on the
performance of reliable multicast protocol in WLANs [21].

III. PROPOSED PROTOCOL

A. Impact of Different Frame Losses on the Quality of Video
Stream Transmission

Here, we provide the impact of different frame losses on
video quality and the error propagation process in a GOP due
to loss of an I-frame. We test the effect of different frame
losses on video quality by conducting simulations using video
framework Evalvid [22], which is a complete framework and
toolset for evaluating the quality of video transmitted over
real or simulated communication networks. Simulations are
performed in network simulator 2 (NS-2) version 2.35 [23] over
multicast-based network environments.
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Fig. 1. Sample of a video frame for GOP (N = 9,M = 3).

To measure the video quality on multicast receivers, the
peak signal-to-noise ratio (PSNR) is calculated with different
frame loss rates. PSNR is one of the most widespread ob-
jective metrics used to assess application-level QoS of video
transmissions. Such objective methods are described by the
International Telecommunication Union [24] as

PSNR(n)db = 20 log10

{
Vpeak√
MSE(n)

}
(1)

where Vpeak = 2k − 1 is the maximum possible pixel value of
the image where k is the number of bits per pixel. For example,
when a pixel is represented by 8 bits per sample, Vpeak is 255.

Mean square error (MSE) is an estimate of error variance,
and the value of MSE is given as

MSE(n) =

∑Ncol

i=1

∑Nrow

j=1 [Ys(n, i, j)− YD(n, i, j)]2

NcolNrow
(2)

where Ncol and Nrow are the total number of columns and rows
in the input images, i and j are the current column and row
positions, n is the current frame number, and Ys and YD are
the luminous components of the source and destination image,
respectively, as defined by Ke et al. [22].

MPEG-4 and H.264 are widely used standards for video
compression and contain I-frames, P-frames, and B-frames [2].
The I-frame is used as a reference frame to start a new GOP.
A typical GOP order is IBBPBBPBBPBB. If an I-frame is
lost, all P- and B-frames up to the next I-frame are of no use.
However, losses of P- or B-frames have no significant impact
on video quality. The GOP structure is often referred to by two
numbers, e.g., M = 3, N = 9. The first number indicates the
distance between two anchor frames (I or P); it is the GOP size.
The second is the distance between two full images (I-frames);
it is the GOP length. The GOP structure for M = 3 and N = 9
and frame interdependence is shown in Fig. 1. The loss effect
of I-, P-, and B-frames on PSNR is shown in Fig. 2. In Fig. 2,
frame index 287 (an I-frame) is not decoded since some packets
belonging to the I-frame are lost; hence, the following P- and
B-frames also show lower PSNR values. The same effect can
be also observed for frame index 305 (an I-frame) and 314 (an
I-frame).

Fig. 2 also highlights the effect of the loss of P- and B-frames
on PSNR. Loss of a packet of P-frame index 329 shows a lower
PSNR value; however, there is no propagating effect. On the
other hand, with a B-frame index of 250, the PSNR value is
acceptable. In summary, as shown in Fig. 2, the loss of an

Fig. 2. Impact of I-, P-, and B-frame losses on PSNR.

I-frame has the worst impact on the performance of MPEG-4
transmissions compared to the loss of P- and B-frames. There-
fore, the transmission protocol of this paper is designed to
provide an efficient way to achieve reliability of I-frames.

B. Proposed Protocol Description

Our proposed protocol, which is called reliable multimedia
multicast (RMM), is an extension of LBP for multimedia
applications. In LBP, a receiver is selected as a leader for
a multicast group. A sender transmits an RTS frame to all
receivers. The leader transmits a CTS frame in reply. After
receiving the CTS frame, the sender starts transmitting a data
frame. The leader sends an ACK frame in reply if the data
frame is received successfully; otherwise, it does nothing. If any
nonleader receivers detect errors in the received data frame, a
NACK frame is sent. If the sender receives an ACK frame, the
transmission of the data frame is done. Otherwise, the sender
repeats the whole procedure and retransmits the data frame up
to the maximum retry limit.

Since wireless channels mostly suffer from low bandwidth
and high bit-error rates due to noise, interference, and multipath
fading channels, the packet loss rate is high. As a consequence,
retransmissions occur frequently. When the traffic load nears
or exceeds network capacity, the retransmissions themselves
increase network traffic, which increases frame collisions. As
a result, a loss of transmitted packets frequently occurs, and
transmission delays increase, which also causes dropped pack-
ets. Finally, all these situations increase retransmissions.

That is, the aforementioned situations recursively occur, and
finally, network performance degrades. In this respect, RMM
tries to minimize the frequency of retransmissions. To achieve
this, RMM prohibits the sender from retransmitting lost pack-
ets of B- and P-frames. However, the sender is allowed to
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Fig. 3. (a) I-, P-, or B-frame transmission timeline of OMACK. (b) I-, P-, or B-frame transmission timeline of LBP. (c) I-, P-, or B-frame transmission timeline
of ABM. (d) I-frame transmission timeline of RMM. (e) P- or B-frame transmission timeline of RMM.

retransmit a lost packet of an I-frame because the loss of an
I-frame greatly impacts the received video quality, as shown in
Section III-A. An example scenario using the proposed protocol
is shown in Fig. 3(d) and (e). The transmission timeline of I-,
P-, and B-frames of OMACK, LBP, and ABM is shown in
Fig. 3(a)–(c), respectively. If any receiver in the multicast group
fails to receive an I-, P-, or B-frame successfully, a NACK
frame is transmitted and the sender retransmits the lost frame.
In the ABM protocol, ACK frames are sequentially transmitted
if the data packet is successfully received, or the NACK frame
is transmitted if not.

The detailed RMM algorithm is shown in Algorithm 1.

Algorithm 1: RMM MAC Protocol

1: loop
2: if node == sender then
3: broadcast RTS frame
4: if CTS frame is heard then
5: start multicasting transmission
6: else
7: go to loop
8: end if
9: if ACK frame is not received for I-frame then
10: retransmit I-frame
11: end if
12: if NACK frame is received for I-frame then
13: retransmit I-frame
14: end if
15: end if
16: if node == receiver and node == leader node

then
17: if ready to receive data then

18: send CTS frame
19: end if
20: if frame_type == Iand no error then
21: send ACK frame
22: end if
23: end if
24: if node == receiver and node! = leader node

then
25: ifframe_type == Iand error then
26: send NACK frame
27: end if
28: end if
29: end loop

IV. SYSTEM MODEL AND ANALYSIS

A. System Model

Reliable multicast MAC layer protocols can be classified as
ABM, OMACK, and LBP. This section compares the perfor-
mance of the RMM protocol against ABM, OMACK, and LBP.
We use the analysis method used by Kim et al. [16] and Bianchi
and Tinnirello [25]. The system consists of N nodes, including
a multicast source and N − 1 multicast members. We assume
that each node always has a packet available for transmission
(a saturated condition). The duration of backoff is determined
by contention window (W ) sizes, which are initially set to
Wmin. The W value is used to randomly select the number
of slot times σ in the range [0,W − 1], which is used for the
backoff duration. With an unsuccessful transmission, the W
value is updated to 2W as long as it does not exceed Wmax.
Let us adopt the notation Wi = 2Wi−1, where i ∈ {1, . . . ,m}
is the backoff stage, and m is the maximum backoff stage, such
that Wmax = 2mWmin.
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B. Transmission and Failure Probability

A discrete and integer timescale is adopted: t and t+ 1
correspond to the beginnings of two consecutive changes in
the backoff time counter. We refer to the time interval between
t and t+ 1 as the counter time slot. The counter time slot is
of variable time duration, whereas the slot time is a constant
time duration period. Because the decrement of the backoff
time counter stops when the channel is busy, the time interval
between the beginning of two consecutive backoff time counter
instants may be much longer than the constant slot time du-
ration. Let us denote as X an event wherein a node transmits
a packet into a counter time slot. We focus on transmission
probability τ = Pr(X) that a node transmits a packet into a
counter time slot. pc is the probability that the transmitted
packet sees a collision on the channel. Channel conditions such
as shadowing and fading are assumed to generate a constant
packet loss probability pe for all wireless connections. When
pe = 0, channel conditions are ideal. Let pf,A, pf,L, pf,0,
pf,R,I , pf,R,P , and pf,R,B be the failure probabilities of ABM,
LBP, OMACK, I, P, and B packets of the RMM protocol, re-
spectively. While failure of data transmission generally happens
when the transmitter does not receive ACK for the transmitted
data packet because of a collision or another channel condition,
failure of each protocol can be differently defined as follows.
In ABM, LBP, and OMACK-based protocols, a transmitter
receives ACK frame for all types of packets. However, in the
RMM protocol, the transmitter receives ACK frame only for
packets belonging to an I-frame from the leader node, and
NACK is transmitted if any receiver node fails to receive a
packet belonging to I-frames. In LBP, a transmitter confirms
ACK frame only from the leader node. However, NACK frame
is transmitted if any receiver node fails to successfully receive a
packet. In ABM, a transmitter confirms ACK frame from all the
member nodes. Therefore, failure probabilities can be written as

pf,A = pf,L = pc + (1 − pc)
[
1 − (1 − pe)

N−1
]

(3)

pf,R,I = pp,I
[
pc + (1 − pc)

[
1 − (1 − pe)

N−1
]]

(4)

pf,R,P = pp,P
[
pc + (1 − pc)

[
1 − (1 − pe)

N−1
]]

(5)

pf,R,B = pp,B
[
pc + (1 − pc)

[
1 − (1 − pe)

N−1
]]

(6)

where pp,I , pp,P , and pp,B are the probabilities that a packet
belongs to an I-frame, a P-frame, and a B-frame, respectively.

The failure probability of the OMACK-based ACK protocol
can be written [16] as

pf,O = pc + (1 − pc)

[
1 −

m∑
i=0

(1 − pe)
E[ri]Pr(b = i)

]
(7)

where Pr(b = i) is the probability that a transmitter is found in
the backoff stage i, and ri is the number of receivers that do
not return ACK frame until backoff stage i is reached. ri is a
binomial random variable, and its mean value is given as

E[r0]=N−1

E[r1]=E[r0]pf,O=(N−1)pf,O

E[ri+1]=E[ri]pf,O=(N−1)(pf,O)
i, for i=0, . . . ,m−1. (8)

Fig. 4. Markov chain model for the backoff stage.

pc is assumed to be a constant value, independent of the number
of retransmissions that have occurred. Note that pc is the prob-
ability that, in a time slot, at least one of the N − 1 remaining
nodes transmits. In a steady state, each N − 1 remaining node
transmits a packet with probability τ for each protocol, and pc
is equal to

pc = 1 − (1 − τ)N−1. (9)

The probability that a node is found in the backoff stage i is
given as

Pr(b = i) = τ
Pr(b = i|X)

Pr(X|b = i)
, i ∈ (0, . . . ,m). (10)

By summing all the values of i, we get

m∑
i=0

Pr(b = i) = τ
m∑
i=0

Pr(b = i|X)

Pr(X|b = i)
(11)

where τ can be calculated as

τ =
1∑m

i=0
Pr(b=i|X)
Pr(X|b=i)

. (12)

A Markov chain model for the backoff stage is shown in Fig. 4,
where β represents the successful transmission, and 1 − β
represents the failed transmission, respectively. The transition
probabilities of the backoff stage are given as

Pr {b(t+ 1) = i|b(t) = i− 1} = pf , i = 1, . . . ,m (13)

Pr {b(t+ 1) = 0|b(t) = i} = 1 − pf , i = 1, . . . ,m− 1 (14)

Pr {b(t+ 1) = 0|b(t) = m} = 1. (15)

It readily follows that the conditional backoff stage probability
Pr(b = i|X) is a geometric distribution, i.e.,

Pr(b = i|X) =
(1 − pf )p

i
f(

1 − pm+1
f

) , i ∈ (0, . . . ,m) (16)

where pif is the failure probability of ABM, LBP, OMACK,
and RMM at backoff stage i. From the independence between
transmission cycle and renewal theory, we obtain the condi-
tional transmission probability Pr(X|b = i) by dividing the
average number of counter time slots required in a transmission
cycle (exactly one time slot) by the average number of counter
time slots required by the node during the complete cycle
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(i.e., backoff and transmission cycle in backoff stage i). Be-
cause a time slot corresponds to a backoff counter decrement,
the conditional transmission probability is

Pr(X|b = i) =
1

1 + E[ci]
, i ∈ (0, . . . ,m) (17)

where E[ci] is the average value of the backoff counter ex-
tracted by a node entering stage i. E[ci] is equal to Wi/2
under the assumption of a uniform distribution in the range of
(0,Wi − 1). Using (12), (16), and (17), we get

τ =
1

1 +
1−pf

1−pm+1
f

∑m
i=0 p

i
fE[ci]

. (18)

The probability Pr(b = i) can be expressed as

Pr(b = i) = τ
(1 − pf )p

i
f

1 − pm+1
f

(1 + E[ci]) . (19)

Note that (9) and (18) represent a nonlinear system with two
unknowns τ and pf , which can be solved by using numerical
techniques.

C. Packet Drop Probability

Let pd,I represent the probability that a packet of an I-frame
is dropped. If we assume that all multicast receivers have
the same channel condition pe, then the average packet drop
probability of the I-frame of all multicast receivers can be
written as

pd,I =

m∑
i=0

Pr(drop|b = i) Pr(b = i). (20)

Packet drop probabilities of P and B packets are equal to the
failure probabilities because there is no retransmission for P and
B packets with the RMM method. Failures of P and B packets
are considered dropped and are represented as pd,P and pd,B ,
respectively.

For other multicast protocols than RMM, a packet in the
backoff stage i will be dropped if it reaches the maximum
backoff stage m (i.e., it collides for m− i times) and if it
collides during the last transmission attempt. In OMACK-based
and ABM protocols, a data packet is dropped because of retry
limit exhaustion. The backoff stage is updated if any receiver
does not return ACK frame. Hence, Pr(drop|b = i) for ABM,
LBP, OMACK, and ABM are given as

Pr(drop|b = i) = pm+1−i
f . (21)

D. Number of Decodable Frames

The number of decodable frames is metric, which has been
used to evaluate the quality of the video stream, and has been
used in previous work [26]. Here, we present the analytical esti-
mation of the number of decodable frames. In GOP, an I-frame
is successfully decodable only if all the packets that belong to

the specific I-frame are received successfully. P-frames are suc-
cessfully decodable only if the preceding I-frame and P-frames
are decodable and all the packets that belong to the tagged
P-frames have been successfully received. B-frames are decod-
able only if the preceding and succeeding I-frame and P-frames
are all decodable and all the packets that comprise the tagged
B-frame have been successfully received. Let RI , RP , and RB

be the expected numbers of successfully decodable I-, P-, and
B-frames per GOP, respectively [26], and we get

RI =(1 − pd,I)
CI (22)

RP =(1 − pd,I)
CI

NP∑
i=1

(1 − pd,P )
iCP (23)

RB =

[
(1 − pd,I)

CI (1 − pd,P )
NPCP +

NP∑
i=1

(1 − pd,P )
iCP

]

· (M − 1)(1 − pd,I)
CI (1 − pd,B)

CB (24)

where CI is the average number of packets in one I-frame,
NP is the number of P-frames in one GOP, CP is the average
number of packets in one P-frame, M is the distance between
an I-frame and a P-frame in a GOP, and CB is the average
number of packets in one B-frame. Therefore, utilizing the drop
probabilities pd in the previous section, the respective number
of successfully decodable frames can be analytically estimated.

V. PERFORMANCE EVALUATION

Failure probability pf increases as the number of nodes
increases because collision probability increases when we in-
crease the number of nodes within transmission range. On the
other hand, transmission probability τ decreases as we increase
the number of nodes because sender nodes experience longer
backoff duration. The failure probability of RMM is less than
that of ABM, LBP, and OMACK. This is because the RMM
protocol only receives the ACK frame for packets belonging to
I-frames, and there is no ACK frame for packets belonging to
P- and B-frames. Therefore, although transmissions of some
of P- and B-frames are failed, all transmissions of P- and
B-frames are considered successful at the transmitter because no
ACK is expected. However, with ABM and OMACK protocols,
transmission is successful only after receipt of ACK frames for
all packets belonging to I-, P-, and B-frames from all receivers.

In contrast to ABM and LBP, the OMACK protocol shows
less failure probability because each multicast member node
has a unique pre-assigned subcarrier in OFDMA.

The average packet drop probability is shown in Fig. 5.
In ABM, LBP, OMACK, and RMM protocols, packets are
dropped because of retry limit exhaustion. Drop probability
increases as the number of nodes increases because failure
probability increases. Drop probability of the ABM protocol
is higher than that of other protocols because each receiver
transmits an ACK frame for received all packets belonging to
I-, P-, and B-frames in every transmission. That is, requiring
feedback packet from all member receivers increases network
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Fig. 5. Average drop probability as a function of the number of nodes.

overheads, and as a consequence, it increases drop probability.
On the other hand, in the RMM protocol, only the leader node
is required to transmit the ACK frame for received packets
belonging to I-frames so that it minimizes feedback traffic and
drop probability. Fig. 5 also shows the drop probabilities of
P- and B-frames. The drop probabilities of P- and B-frames are
higher than that of I-frames because there is no retransmission
for P- and B-frames, and failures for P- and B-frames are
considered drops.

H.264 and MPEG-4 video formats are characterized by in-
terframe dependence. If some frames are not successfully re-
ceived, this will lead to dropping of other successfully received
frames because of their interdependence. This leads to a waste
of bandwidth, as described by Debnath [19]. Fig. 6 shows the
number of decodable I-frames in ABM, LBP, OMACK, and
RMM protocols as a function of the number of nodes. The num-
ber of decodable I-frames in the RMM protocol is higher than
ABM, LBP, and OMACK protocols because RMM protocol
has a lower drop probability than ABM, LBP, and OMACK
protocols. Fig. 7 shows the number of decodable P-frames.
When the number of nodes is less than 30, the number of
decodable P-frames is less in the RMM protocol than in the
OMACK protocol because there is no retransmission of packets
belonging to P-frames. However, when the number of nodes
is higher than 30, the number of decodable P-frames in the
RMM protocol is higher than OMACK. This is because the
effect of successful reception of I-frames overcomes the effect
of reception failure of P-frames. If the receiver fails to receive
an I-frame successfully, the receiver cannot decode the P-frame
properly. Therefore, successful delivery of I-frames also helps
increase the number of decodable P-frames. Fig. 8 shows
the number of decodable B-frames. B-frames depend on the
previous and the next I- or P-frames to decode it. Therefore,
successful delivery of I- and P-frames also helps increase the
number of decodable B-frames in the RMM protocol.

Fig. 6. Number of decodable I-frames as a function of the number of nodes.

Fig. 7. Number of decodable P-frames as a function of the number of nodes.

The transmission of a video sequence is simulated using
NS-2 with video framework Evalvid [22]. We considered the
Carphone and Grandma sequences in the quarter common
intermediate format with a frame rate of 30 frames/s and GOP
pattern IBBPBBPBB. In the simulation, the source reads the
compressed video file from the video encoder, then fragments
the large video frames into smaller segments, and then transmits
over simulated wireless networks. The maximum transmitting
packet size is 1000 bytes. The IEEE 802.11 protocol [4] is
used for the MAC layer protocol with the lowest data rate, i.e.,
6 Mb/s, and a communication area of 300 m by 300 m.
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Fig. 8. Number of decodable B-frames as a function of the number of nodes.

TABLE I
PSNR TO MOS CONVERSION TABLE

As explained in Section III, PSNR is one of the most
widespread objective metrics to assess the application-level
QoS of video transmissions. The other measure is known as
subjective quality metrics. This metric of the human quality
impression is usually given on a scale that ranges from 1
(worst) to 5 (best) and is also known as mean opinion score, as
shown in Table I [22], [27]. The average PSNRs with different
protocols are compared in Fig. 9, which shows the effect of
packet drop probability on the average PSNR of the video
sequence. When we increase the number the nodes, the average
PSNR of the video sequence decreases in all cases because the
drop probability increases, as shown in Fig. 5. The average
PSNR of the OMACK protocol is better than RMM up to 15
nodes. However, the average PSNR of the RMM protocol is
higher than the ABM, LBP, and OMACK protocols when we
increase the number of nodes to 15 nodes because of the lower
drop probability of the RMM protocol. In the RMM protocol,
reduced retransmission decreases feedback traffic and increases
PSNR. Since the feedback shares the communication channel
with the forward data traffic, the intensity of the feedback
affects the reliability of the multicast protocol.

However, with the OMACK protocol, the average PSNR is
acceptable at up to 25 nodes. With ABM and LBP protocols,
the drop probability is high, which reduces the average PSNR.
This is further supported by the PSNR plot-versus-frame index
shown in Fig. 10.

Fig. 9. Average PSNRs of the video sequence.

Fig. 10. PSNRs of the video sequence (when the number of nodes is 20).

Figs. 11 and 12 show the effect of packet loss on the video
quality of the video sequences Carphone and Grandma, respec-
tively. Simulations are performed when the number of nodes is
20. The video quality of the RMM protocol is better than ABM,
LBP, and OMACK because packet loss can cause the decoder
to function incorrectly with some or all the information after
the occurrence of the error, and this means that part or all of the
decoded video will be distorted or completely lost, as shown
in Figs. 11 and 12. Packet loss can cause a video decoder to
lose synchronization within the sequence. Successful reception
of the I-frames helps the decoder to resynchronize the entire
scene, minimize error propagation within the GOP, and increase
the average PSNR of the video sequence.
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Fig. 11. Frame index 260 received via (a) ABM, (b) LBP, (c) OMACK, and (d) RMM protocols.

Fig. 12. Frame index 538 received via (a) ABM, (b) LBP, (c) OMACK, and (d) RMM protocols.

VI. CONCLUSION

Multimedia applications around the world cause a significant
global increase in network traffic. Multicasting is an efficient
method compared with unicasting when supporting multime-
dia applications. Wireless channels mostly suffer from low
bandwidth and high bit-error rates due to noise, interference,
and multipath fading channels. Thus, the packet loss rate is
high, and reliability is important in multimedia multicasting.
Gathering acknowledgement from multiple receivers increases
overhead. Overhead increases as the number of nodes increases.
Therefore, in this paper, we have proposed a reliable multicast
MAC layer protocol for multimedia applications. The proposed
protocol only retransmits the important I-frames, and there is
no retransmission of P- and B-frames in order to minimize
the number of retransmissions. Results show that the proposed
protocol can enhance video quality by increasing the number of
decodable I-frames.

REFERENCES

[1] W. Tu, “Efficient resource utilization for multi-flow wireless multicasting
transmissions,” IEEE J. Sel. Areas Commun., vol. 30, no. 7, pp. 1246–
1258, Aug. 2012.

[2] P. Seeling and M. Reisslein, “Video transport evaluation with H.264 video
traces,” IEEE Commun. Surveys Tut., vol. 14, no. 4, pp. 1142–1165,
Oct. 2012.

[3] J. M. Vella and S. Zammit, “A survey of multicasting over wireless access
networks,” IEEE Commun. Surveys Tuts., vol. 15, no. 2, pp. 718–753,
May 2013.

[4] Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY)
Specifications, WG Part II, IEEE Std. 802.11-1999, 1999.

[5] “Multimedia Broadcast/Multicast Service (MBMS); Architecture
and functional description,” Sophia-Antipolis, France, TS 23.246,
Jun. 2010.

[6] IEEE Standard for Local and Metropolitan Area Networks—Part 16: Air
Interface for Broadband Wireless Access Systems, IEEE Std. 802.16-2009,
2009.

[7] J. Kuri and S. Kasera, “Reliable multicast in multi-access wireless LANs,”
in Proc. 18th Annu. Joint Conf. IEEE Comput. Commun. Soc. INFOCOM,
Mar. 1999, vol. 2, pp. 760–767.

[8] S. K. S. Gupta and P. K. Srimani, “An adaptive protocol for reliable
multicast in mobile multi-hop radio networks,” in Proc. IEEE Workshop
Mobile Comput. Syst. Appl., Feb. 1999, pp. 111–122.

[9] K. Yu and W. C. Choi, “A reliable multicast MAC protocol using busy-
tone for the IEEE 802.11-based wireless networks,” in Proc. ICISA,
Apr. 2011, pp. 1–7.

[10] S. Gupta, V. Shankar, and S. Lalwani, “Reliable multicast MAC protocol
for wireless LANs,” in Proc. IEEE ICC, May 2003, vol. 1, pp. 93–97.

[11] B.-S. Kim and S. W. Kim, “Retransmission decision method for wireless
multicast in ad hoc networks,” IEICE Trans Commun., vol. E94-B, no. 2,
pp. 580–582, Feb. 2011.

[12] S. Choi, N. Choi, Y. Seok, T. Kwon, and Y. Choi, “Leader-based rate
adaptive multicasting for wireless LANs,” in Proc IEEE GLOBECOM,
Nov. 2007, pp. 3656–3660.

[13] Z. Li and T. Herfet, “Beacon-driven leader based protocol over a GE
channel for MAC layer multicast error control,” Int. J. Commun., Netw.
Syst. Serv., vol. 1, no. 2, pp. 144–153, Jun. 2008.

[14] H. Gossain, N. Nandiraju, K. Anand, and D. P. Agrawal, “Supporting
MAC layer multicast in IEEE 802.11 based MANETs: Issues and solu-
tion,” in Proc. IEEE LCN, Nov. 2004, pp. 172–179.

[15] W.-S. Lim, D.-W. Kim, and Y.-J. Suh, “Design of efficient multicast pro-
tocol for IEEE 802.11n WLANs and cross-layer optimization for scalable
video streaming,” IEEE Trans. Mobile Comput., vol. 11, no. 5, pp. 780–
792, May 2012.

[16] S. W. Kim, B.-S. Kim, and I. K. Lee, “MAC protocol for reliable multicast
over multi-hop wireless ad hoc networks,” J. Commun. Netw., vol. 14,
no. 1, pp. 63–74, Feb. 2012.

[17] Y. Xiao, Y. Zhang, M. Nolen, J. H. Deng, and J. Zhang, “A cross layer
approach for prioritized frame transmissions of MPEG-4 over the IEEE
802.11 and IEEE 802.11e wireless local area networks,” IEEE Syst. J.,
vol. 5, no. 4, pp. 474–485, Dec. 2011.

[18] C. Campolo, A. Molinaro, C. Casetti, and C. Chiasserini, “An 802.11-
based MAC protocol for reliable multicast in multihop networks,” in Proc.
IEEE Veh. Technol. Conf., Apr. 2009, pp. 1–5.

[19] T. Debnath, “A novel QoS-aware MPEG-4 video delivery algorithm over
the lossy IEEE 802.11 WLANs to improve the video quality,” Ph.D.
dissertation, Dublin Inst. Technol., Dublin, Ireland, 2012.

[20] S. Tang and P. R. Alface, “Impact of random and burst packet losses on
H.264 scalable video coding,” in Proc. IEEE ITW, Sep. 2013, pp. 79–83.

[21] C. Tang and P. K. McKinley, “Modeling multicast packet losses in wire-
less LANs,” in Proc. ACM Int. Workshop MSWIM, 2003, pp. 130–133.

[22] C.-H. Ke, C.-K. Shieh, W.-S. Hwang, and A. Ziviani, “An evaluation
framework for more realistic simulations of MPEG video transmission,”
J. Info. Sci. Eng., vol. 24, no. 2, pp. 425–440, Mar. 2008.

[23] [Online]. Available: http://www.isi.edu/nsnam/ns
[24] Methodology for the Subjective Assessment of the Quality of Television

Pictures, ITU-R Recommendation BT.500-10, 2000.
[25] G. Bianchi and I. Tinnirello, “Remarks on IEEE 802.11 DCF performance

analysis,” IEEE Commun. Lett., vol. 9, no. 8, pp. 765–767, Aug. 2005.
[26] H. Koumaras, A. Kourtis, C. Lin, and C. Shieh, “End-to-end prediction

model of video quality and decodable frame rate for MPEG broadcasting
services,” Int. J. Adv. Netw. Serv., vol. 1, no. 1, pp. 19–29, 2009.

[27] The E-Model, a Computational Model for Use in Transmission Planning,
ITU-T Recommendation G.107, Mar. 2005.



AFZAL et al.: EFFICIENT AND RELIABLE MPEG-4 MULTICAST MAC PROTOCOL FOR WIRELESS NETWORKS 1035

Muhammad Khalil Afzal received the Bache-
lor’s and M.S. degrees in computer science from
COMSATS Institute of Information Technology,
Wah Campus, Wah Cantonment, Pakistan, in 2004
and 2007, respectively. Currently, he is pursuing the
Ph.D. degree with the Wireless Information Net-
working Laboratory, Department of Information and
Communication Engineering, Yeungnam University,
Gyeongsan, Korea.

He served as a Lecturer from January 2008 to
November 2009 with Bahauddin Zakariya Univer-

sity, Multan, Pakistan, and from December 2009 to June 2011 with King Khalid
University, Abha, Saudi Arabia. His current research interest includes reliability
in multicasting and cooperative networks.

Byung-Seo Kim received the B.S. degree in elec-
trical engineering from Inha University, Incheon,
Korea, in 1998 and the M.S. and Ph.D. degrees in
electrical and computer engineering from the Univer-
sity of Florida, Gainesville, FL, USA, in 2001 and
2004, respectively. His Ph.D. study was supervised
by Dr. Y. Fang.

Between 1997 and 1999, he was with Motorola
Korea Ltd., Paju, Korea, as a Computer Integrated
Manufacturing Engineer in advanced technology re-
search and development (ATR&D). From January

2005 to August 2007, he was with Motorola Inc., Schaumburg, IL, USA, as
a Senior Software Engineer in networks and enterprises. He is currently an As-
sociate Professor with the Department of Computer and Information Commu-
nication Engineering, Hongik University, Seoul, Korea. His research interests
include the design and development of efficient link-adaptable (MAC) proto-
cols, cross-layer architectures, multi-MAC structures, and resource-allocation
algorithms for wireless networks.

Sung Won Kim received the B.S., M.S., and Ph.D.
degrees from Seoul National University, Seoul,
Korea, in 1990, 1992, and 2002, respectively.

From January 1992 to August 2001, he was
a Researcher with the Research and Development
Center, LG Electronics, Seoul. From August 2001
to August 2003, he was a Researcher with the Re-
search and Development Center, AL Tech, Pyeong-
taek, Korea. From August 2003 to February 2005, he
was a Postdoctoral Researcher with the Department
of Electrical and Computer Engineering, University

of Florida, Gainesville, FL, USA. In March 2005, he joined the Depart-
ment of Information and Communication Engineering, Yeungnam University,
Gyeongsan, Korea, where he is currently a Professor. His research interests in-
clude resource management, wireless networks, mobile networks, performance
evaluation, and embedded systems.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues false
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f00620065002000500044004600200070006f0075007200200075006e00650020007100750061006c0069007400e90020006400270069006d007000720065007300730069006f006e00200070007200e9007000720065007300730065002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


